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Firewall is an important element
of network security

Comsumer Enterprise: UTM / NGFW
User 1

User 2

Internet Firewall

NAS

General deployment method for firewall



QuFirewall is the new application for 
protection against cyber attacks

QuFirewall

User 1

User 2

NAS

Internet Firewall

Prevent network attacks from other 

virus-infected LAN devices



Internet ISP/ADSL

PPPoE

Whether the public server is a NAS or any workstation, do not run it directly on the Internet.

Attention: when using NAS for
external services

Internet ISP/ADSL

Make good use of the routerôs NAT + Port Forwarding. (Itôs better with the firewall feature)

ÅNAT + Port Forwarding

ÅFirewall (nice to have)

QHora-301W
Wi-Fi 6 Dual 10G SD-WAN router



NAT & Port forwarding features from Router

NAT
(network address translation)

ÅMesh VPN: (create site to site VPN quickly and easily)

ÅMultiWAN aggeration: (Not only bandwidth aggeration and failover, the connection 

between 2 sites can reach 2x speed.)

ÅFirewall: (Currently supporting L3, and DPI & L7 firewall coming soon via system update)

LAN: 192.168.0.100 /24

WAN: 60.251.180.100

Internet 

Intranet 

Port Forwarding

Internet 

WAN: 60.251.180.100: 16800 WAN: 60.251.180.100: 16888

LAN: 192.168.0.110: 443 LAN: 192.168.0.120: 8080

Intranet 

QHora-301W
Wi-Fi 6 Dual 10G SD-WAN router



How to use the
QuFirewall




