


See Boxafe in three faces

Why do I need 

to backup G 

Suite / Microsoft 

365?

Boxafe provides 

a secure and 

intuitive backup 

solution

Frequently 

asked 

questions



SaaS

Benefits of SaaS

Accessibility Scalability
Service 

ContinuityAvailability

When it comes to these challenges to deal with,

you need a cloud data backup solution.



Prevent data loss due to malicious action or 
human error

Gone 

Forever

Time of keeping in trash After delete from trash

30 days It is gone forever.

30 days It is gone forever.

No limit 25 days for restoration. After that, it is gone.

30 days 14 days for restoration. After that, it is gone.

30 days 14 days for restoration. After that, it is gone.

93 days 14 days for requesting restoration from Microsoft support. After that, it is gone.

Trash 
(Recycle Bin) 

for data restore

Gone 

Forever



Quickly recover from ransomware attacks

Even if data is stored on the 

cloud, it still might face 

malicious attacks.

You need to pay the ransom, or 

your data is lost forever.

Restore



Move older data out of the cloud to reduce cost

Legal Compliance & 

Litigation Purpose

Keep former 

employees' data



Boxafe
Keep company cloud 

data safe!

Security

Data Centralization

Reliability

Easy to Use



Worker pool

API Endpoint

User Interface

Job queue / executor
database

file storage

Backup/Restore API calls

Store data Launch workers

Read data Ad-hoc job

Web 

server

Boxafe

Architecture 

Diagram
Secure, fully 

optimized and 

versioned storage


