


Security Awareness QuizǛ
Are You In This Dangerous Group?

Use weak password, and

never change it

Intranet and extranet 

are used together
Sensitive data does not 

have access rights



Mining Virus, Ransomware, Where Did It Come From?

Ǜ h t t p s : / / s t e a c h s . c o m / a r c h i v e s / 4 3 4 7 7

2018 Top Ten Most Unsafe Passwords

Using firmware or software 

that has stopped updating to 

come in through unpatched 

vulnerabilities.

Using a weak password, 

be careful! This set of 

passwords is in the 

dictionary of the malware.

Open unusable external 

services or use default

ports, ex: SSH, Telnet

#10 iloveyou

#9 qwerty

#8 sunshine

#7 1234567

#6 111111

#5 12345

#4 12345678

#3 123456789

#2 password

#1 123456 

https://steachs.com/archives/43477


These are all handed over to 

Security Counselor

Let us help you solve this for you 

and make you feel comfortable 

using NAS's various services

The Security Protection Is Not Difficult, 
But Very Troublesome! 

ÅThere are a lot of items that 
need to set them up.

ÅThere are too many details to 
pay attention to!

ÅWhich services should be 
opened? Which should be 
closed?



How To Prevent The Risk? 
Let Security Counselor Help You

Run a scan View the report Correct the risks

Change setting



New Update To Better Meet Your Security Needs

Å Ignore features increase flexibility 

ÅView description and strengthen awareness of security 

ÅSuggested Setting Assistant, the right hand of the security setting


